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g NETWORK ANALYTICS

1 Overview

This Application Note describes a method that can be used to set device-based thresholds for a group of devices
(view based) using an ENA Configuration Management Task.

This task will examine a selected device, device set or device in a view and set configured threshold values.

Note that this example applies to device level thresholds and the scripts can be adapted to include port-based
thresholds if needed.

For additional detail on the default and custom thresholds that have been set, users have access to 2 standard
reports in ENA.

reports > Administrative

Report Schedule History Description
Custom Threshold Settings i) Threshold settings that have been manually overridden

Default Server Threshold Settings 0 Threshold settings used as server level defaults and view level overrides

These can provide valuable details to support the changes you may want to make for groups of devices.
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2 Identify the thresholds that are needed

The first step in this process is to identify the thresholds that are needed to be set for a given group of devices.

Once these are identified, you will need to identify the specific Threshold Name from the ENA data model for each
one.

You can easily generate a list of threshold names that are configured on your server.

a. From the ENA Ul, go to the System Information Ul and access “Show Data Dictionary”.

System Information Show Audit Logs show Data Dictionary

Server < Version Uptime Processes Reports License Database Data Export

Flow Collect.. Events

Champlin-SV-.. Entuity17.0(. 1hr,17mins @ (/) (/] (/] (/) N/A (/)

Select the Index and Advanced options

Contents Normal Yo e i d

Scroll to and select the Threshold object

Threshold - Display narge of ThresholdEx object
| Threshold - Object
| ThresholdEx - Object
Thresholds - Attrihite in TvneToThreshold associz

Copy and paste the Direct Subtypes into a new document. You can delete the ThresholdEx type form the
document. Then from the Threshold object, select the ThresholdEx Subtype.
SwObject Type Threshold

type
L Threshold

Direct Subtypes:

ThresholdEx

Copy and paste all of the Direct Subtypes into the new document.
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Direct Subtypes:
AbsoluteMemoryThreshold, AngularVelocitySensorHiThreshold, AngularVelocitySensorloThreshold, APICHighCPUThreshold, APICHighMemoryThreshold, AtmVccInUtilizationHiThreshold,
AtmVecInUtilizationl oThreshold, AtmVecQutUtilizationHiThreshold, AtmVccOutUtilizationl oThreshold, AwapHostCountHiThreshold, AwapHostCountl oThreshold, BackplaneUtilizationBusAThreshold,
BackplaneUtilizationBusBThreshold, BackplaneUtilizationBusCThreshold, BackplaneUtilizationSystemBusThreshold, BECNThreshold, BroadcastTrafficThreshold, CPUUtilizationThreshold,
CurrentSensorHiThreshold, CurrentSensorl oThreshold, DEThreshold, EPGLowHealthThreshold, FabricNodel owHealthThreshold, FanTraylowHealthThreshold, FECNThreshold,
ErequencySensorHiThreshold, FrequencySensorl oThreshold, FWAcceptedPacketRateHighThreshold, FWCurrentConnectionsHighThreshold, FWDroppedPacketRateHighThreshold
FWLoggedPacketRateHighThreshold, FWRejectedPacketRateHighThreshold, HighMacAddressCountThreshold, HighVPNTotalHitsRateThreshold, HostResourcesLowDiskThreshold,
HostResourcesPackagesThreshold, ICMPL atencyFallingThreshold, ICMPI atencyRisingThreshold, ICMPLatencyThreshold, ICMPLatencyTrendRisingThreshold, ICMPRedirectsThreshold, ICMPTTI Threshold

|bDroppedPktsThreshold, IbInErrRateThreshold, IbLicenseDeniedThreshold, IbLpCriticalAvailThreshold, |bLpCriticalServiceAvailThreshold, |bl plowAvailThreshold, Ibl plowServiceAvailThreshold,

ManagedHostActiveSessionsHighThreshold, ManagedHostMessagesReceivedThreshold, NewAndChangedMacInhibitThreshold, opticallnputPowerHighThreshold, opticallnputPowerl owThreshold,
opticalOutputPowerHighThreshold, opticalOutputPowerlowThreshold, OutboundPVCUtilizationThreshold, PodLowHealthThreshold, PortInDiscardsHiThreshold, PortInFaultHiThreshold,
PortInUtilizationHiThreshold, PortInUtilizationl oThreshold, PortOutDiscardsHiThreshold, PortOutFaultHiThreshold, PortOutlUtilizationHiThreshold, PortOutUtilizationl oThreshold,
PortPacketMinRateForDiscardsThreshold, PortPacketMinRateForFaultThreshold, PowerSensorHiThreshold, PowerSensorl oThreshold, PSULowHealthThreshold, QOSClassBitRateHiThreshold,
QOSClassDropBitRateHiThreshold, QOSClassDropPktRateNoBufHiThreshold, QOSQueueDropBitRateHiThreshold, RelativeDeviceCPUThreshold, RelativeDeviceCriticalCPUThreshold,

RelativeDeviceCriticalMemoryThreshold, RelativeDeviceMemoryThreshold, RelativeHumiditySensorHiThreshold, RelativeHumiditySensorl oThreshold, ServiceInTrafficHiThreshold,
ServiceInTrafficloThreshold, ServiceQutTrafficHiThreshold, ServiceOutTrafficLoThreshold, SIbSPCurrentHighThreshold, SNMPResponseTimeThreshold, SupervisorCardLowHealthThreshold,
TemperatureSensorHiThreshold, TemperatureSensorl oThreshold, Tenant! owHealthThreshold, ud ahRadioTxPowerl owThreshold, ud ifinTrafficThresholdl owThreshold

ud rPDU2DeviceStatusPowerCritical Threshold, ud rPDU2DeviceStatusPowerHighThreshold, VDiskHiDiskUsageThreshold, ViewDeviceReachabilityThreshold, VMHICPUThreshold,

VpnActiveTunnelsHighThreshold, YPNHighClusterCurrentUsersThreshold, YPNHighCurrentUsersThreshold, VpnLoadAvgHiThreshold, VpnNetPortUtilHiThreshold, VpnTunnelUsageHiThreshold,
vServerCurrentSessionsHighThreshold, vServerSessionsRateHighThreshold, vServiceCurrentSessionsHighThreshold, vServiceFailedSessionsRateHighThreshold, vServiceSessionsRateHighThreshold,
WanPortInDiscardsHiThreshold, WanPortInErrorsHiThreshold, WanPortInUtilizationHiThreshold, WanPortInUtilizationl oThreshold, WanPortOutDiscardsHiThreshold, WanPortOutErrorsHiThreshold,
WanPortOutUtilizationHiThreshold, WanPortOutUtilizationLoThreshold, WcApHostCountHiThreshold, WeApHostCountLoThreshold, WeBaseAeriallfChannelChangeFreqThreshold,
WeBaseAeriallfHostCountHiThreshold, WcBaseAeriallfHostCountl oThreshold, WcBaseAeriallfPowerChangeFregThreshold, wcCurrentNumberOfAPsConnectedHighThreshold, WpHostCountHiThreshold,
WpHostCountl oThreshold N

i

In your document, select a find and replace option to replace all of the “, “ (comma space) characters with
a new line. This will create a list of Threshold Names (1 per line) and this can be copied into an Excel
spreadsheet.

The threshold names that are device based can be used for the configuration scripts defined in steps 4 and
6 below.
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3 Use Case 1 - Show the current threshold value for CPU.

In this example we will create a Task to show the Device Average CPU Critical threshold for a device(s).

a. From the Configuration Management Ul, add a new step.

="
| Edit Step x
Name: Use Config to show Threshold - CPU
Description: Use Config to show Current Threshald Value for CPU
Context: | device
Script: println "Current Threshold Value: " + target.@cache.@dao.evaluateSwExpression("simple;variable object = g

Set the name: Use Config to show Threshold — CPU
Set the Description: Use Config to show Current Threshold Value for CPU
Set the Context: Device

Set the following into the Script (Note to make sure this is standard text and is a single line with no page
breaks):

println "Current Threshold Value: " + target.@cache.@dao.evaluateSwExpression("simple;variable
object = getObject(S{target.id}); eval(object, object,
get_threshold(\"RelativeDeviceCritical CPUThreshold\"))")

Select OK to save the step.

b. From the Configuration Management Ul, add a new task.
id

Edit Task X
||| Advanced ~
]

I Name: ‘IIUse Config to show CPU Threshold
Description: Use Config to show CPU Threshold
Context: device v |
Steps: Name Description

Use Config to show Threshald - C Use Config to show Current Thres

Parameters: Name Default Value New.

il

<

H

g
]

x_||

Set the name: !!Use Config to show CPU Threshold
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5 NETWORK ANALYTICS

Note that | added “!1” at the front to help force the task to the top of the list. You can name this
appropriately for your environment.

Set the Description: Use Config to show CPU Threshold

Set the Context: Device

Add a new step to include the new “Use Config to show Threshold — CPU” step created above.

Select the Advanced tab and set the parameters consistent with the screen below.

Edit Task x *

”~

General |GG

Execution

Job Timeout (seconds): ‘300 ‘

Connection Method: | none

Raise Event on Completion:
Collect Diagnostic Data: ~ []
Filter:

Context Menu

Show on Context Menu:
Show on View Selection:
Confirm Execution: ]

Galection |imit- [4nn

| W

‘ OK H Cancel |

Select OK to save the task.

This task is now available to run. Note that from a device, you can right click and see the new
configuration task. If it doesn’t show up, reload your browser screen.
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4 Use Case 2 —Show the current threshold value for a dynamic threshold name

In this example we will create a Task to show the threshold value for a threshold name that is passed as a
parameter in the task.

a. From the Configuration Management Ul, add a new step.

! Edit Step %
]_ Name: |Use Config to show Threshold - Dynamic Name 4
Description: Use config to show Threshold with a variable of the data model threshold name. ]
s ]
0 ]
Context: device ~ ]
Script: println "Current ${param.namsl} Value: " + target.@cache.@dao.evaluateSwExpression("simple;variable object = ]
]
(¢ ]
1

Set the name: Use Config to show Threshold - Dynamic Name
Set the Description: Use config to show Threshold with a variable of the data model threshold name.
Set the Context: Device

Set the following into the Script (Note to make sure this is standard text and is a single line with no page
breaks):

println "Current ${param.namel} Value: " +
target.@cache.@dao.evaluateSwExpression("simple;variable object = getObject(S{target.id});
eval(object, object, get_threshold(\

+param.namel+"\"))")Select OK to save the step.

b. From the Configuration Management Ul, add a new task.

Edit Task X
Advanced a
Name: ‘“USE Config to show Threshold - Dynamjc Name
Description: Use Config to show Threshold using Dynamic Threshold name. Make sure to have

the correct threshold name from the data model.

Context: device

<

Steps: Name Description
Use Config to show Threshold - D Use corf_f[g to show Threshold witl

Parameters: Name Default Value

=

namel

e HHRE

<

| H
i |=

g
8

f
g
|
1
T
g
|
i
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Set the name: !lUse Config to show Threshold - Dynamic Name

Note that | added “!1” at the front to help force the task to the top of the list. You can name this
appropriately for your environment.

Set the Description: Use Config to show Threshold using Dynamic Threshold name. Make sure to have
the correct threshold name from the data model.

Set the Context: Device
Add a new step to include the new “Use Config to show Threshold - Dynamic Name” step created above.

Add a new Parameter as defined below.

Edit Parameter X
Name: name1

Description: For dynamic input

Data Type: String v

Default Value:

Password Field:
Always Prompt:

KO

o (oo

Select OK.

Select the Advanced tab and set the parameters consistent with the screen below.
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Edit Task X L
General |@GGENEG] “
Execution
Job Timeout (seconds): |3[]0 |
Connection Method: | none v|
Raise Event on Completion:
Collect Diagnostic Data: O
Filter:
Context Menu
Show on Context Menu:
Show on View Selection:
Confirm Execution: O
Selactinn | imit- [1nn [11¥
=

Select OK to save the task.

This task is now available to run. Note that from a device, you can right click and see the new
configuration task. If it doesn’t show up, reload your browser screen.

5 Use Case 3 —Set the threshold value for CPU.

In this example we will create a Task to set the Device Average CPU Critical threshold to 63% for a device(s).

a. From the Configuration Management Ul, add a new step.

‘ Edit Step

Name:

Description:

Context:

Script:

Use Config to set Threshold - CPU

Example to set CPU threshold to 63%

- -
device 1 ~
println “"Current CPU Threshold: " + target.@cache.@dao.evaluateSwExpressicn("simple;variable cbject = getOb]
println "Updated Threshold: " + target.@cache.@dac.evaluateSwExpression("simple;variable cbject = getObject(

Set the name: Use Config to set Threshold — CPU
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Set the Description: Example to set CPU threshold to 63%
Set the Context: Device

Set the following into the Script (Note to make sure this is standard text and is a single line with no page
breaks):

println "Current CPU Threshold: " + target.@cache.@dao.evaluateSwExpression("simple;variable object
= getObject(S{target.id}); eval(object, object,
replace_individual_threshold(\"RelativeDeviceCritical CPUThreshold\",{63.0,\"enabled\"}))")

println "Updated Threshold: " + target.@cache.@dao.evaluateSwExpression("simple;variable object =
getObject(${target.id}); eval(object, object, get_threshold(\"RelativeDeviceCriticalCPUThreshold\"))")

Select OK to save the step. Note that RelativeDeviceCritical CPUThreshold is the threshold name that is
being set. This is consistent with the data model and the document created in step 2. The value to be
used in this example is 63.0 and can be changed as appropriate.

From the Configuration Management Ul, add a new task.

-4

Edit Task X
Ul Advanced ~
=
- Name: |IIUse Config to set CPU Threshold to 63%
I:h Description: Use Config to set CPU Threshold to 63%
a
A -
4 | Context: device I v |
al | Steps: Name Description m
ok Use Config to set Threshold - CPL Example to set CPU threshold to € I:|
d
fa

Set the name: !!Use Config to set CPU Threshold to 63%

Note that | added “!1” at the front to help force the task to the top of the list. You can name this
appropriately for your environment.

Set the Description: Use Config to set CPU Threshold to 63%
Set the Context: Device
Add a new step to include the new “Use Config to set Threshold — CPU” step create above.

Select the Advanced tab and set the parameters consistent with the screen below.
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Edit Task X

General | ELE= ~

Job Timeout (seconds): ‘300 ‘

Connection Method: | none ~ |

Raise Event on Completion:
Collect Diagnostic Data: ~ []
Filter:

Context Menu

Show on Context Menu:
Show on View Selection:
Confirm Execution:
Salectinn | imit-

OKIE

-
>
>

‘ OK H Cancel |

Execution I

Select OK to save the task.

This task is now available to run. Note that from a device, you can right click and see the new
configuration task. If it doesn’t show up, reload your browser screen.
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6 Use Case 4 —Set the threshold value based on dynamic parameters

In this example we will create a Task to set the threshold value for a threshold name and value that are passed
as parameters in the task.

a. From the Configuration Management Ul, add a new step.

Edit Step X
| Name: |Use Config to set Threshold - Dynamic Parameters @
Description: 'Set thresholds with dynamic name and value parameter
5
[
Context: device ~
Script: lstatusnow=target.@cache.@dac.evaluateSwExpression ("simple;variable object = getObject (${target.id}); eval (ok
println "Current 5{param. Thresholdl} Value: " + statusnow
Lif (statusnow == null) throw new Exception("Error in Threshold Name. Check Data Model. Failed to set thresho
| |
( lstatusupdated=target.@cache.@dac.evaluateSwExpression("simple;variable chject = getObject(${target.id}); eva
println "Updated ${param. Thresholdl} Value: " + statusupdated
[} Lf (statusupdated == null) throw néy Exception("Failed to set threshold");:

Set the name: Use Config to set Threshold - Dynamic Parameters
Set the Description: Set thresholds with dynamic name and value parameter
Set the Context: Device

Set the following into the Script (Note to make sure this is standard text and is a single line with no page
breaks):

statusnow=target.@cache.@dao.evaluateSwExpression("simple;variable object =
getObject(S{target.id}); eval(object, object,
replace_individual_threshold(\""+param.Threshold1+"\",{"+param.Valuel+",\"enabled\"}))")

println "Current ${param. Threshold1} Value: " + statusnow

if (statusnow == null) throw new Exception("Error in Threshold Name. Check Data Model. Failed to set
threshold");

statusupdated=target.@cache.@dao.evaluateSwExpression("simple;variable object =
getObject(S{target.id}); eval(object, object, get_threshold(\""+param. Threshold1+"\"))")

println "Updated ${param. Threshold1} Value: " + statusupdated

if (statusupdated == null) throw new Exception("Failed to set threshold");

Note that the parameters are passed in the task below and need to match exactly by name in the script.
Note that this example sets 1 threshold. The step can be updated to include more than 1 parameter and
threshold. Duplicate the script and change both Threshold1 and Valuel to another numeric value (ie

Threshold2). Also add additional parameters in the task below to match the updated script.

Select OK to save the step.
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b. From the Configuration Management Ul, add a new task.

! Edit Task x
i Advanced ~
! Name: |!IU59 Config to set threshold - Dynamic Parameters

[ Description: Use Config to set threshold with a value parameter

1

|

§ | Context: device ~ |

] | Steps: Name Description

1 Use Config to set Threshold - Dyn IEt thresholds with dynamic name I:'

q

] [_toretp ]
|

i [_tove poun |
|

g

# | parameters: Name Default Value

i Threshold1 I:l

f Valuel

’ [_peete ]
il w
] o [ |
1

Set the name: !!Use Config to set threshold - Dynamic Parameters

Note that | added “!1” at the front to help force the task to the top of the list. You can name this
appropriately for your environment.

Set the Description: Use Config to set threshold with a value parameter. Make sure to have the correct
threshold name from the data model.

Set the Context: Device

Add a new step to include the new “Use Config to set Threshold - Dynamic Parameter” step created
above.

Add a new Parameter as defined below.
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Edit Parameter

Name:

Description:

Data Type:
Default Value:

Password Field:
Always Prompt:

X
Threshold1
[Threshold name from data model
String \ll
N
L

o || oma |

Select OK.

Add a second parameter as defined below.

Edit Parameter

Name:

|Va|ue1

Description: Threshold value
Data Type: Float ~
Default Value:
Password Field:
Always Prompt:
=
Select OK.

Select the Advanced tab and set the parameters consistent with the screen below.
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Edit Task X

General | ELE= ~

Job Timeout (seconds): ‘300 ‘

Connection Method: | none ~ |

Raise Event on Completion:
Collect Diagnostic Data: ~ []
Filter:

Context Menu

Show on Context Menu:
Show on View Selection:
Confirm Execution:
Salectinn | imit-

OKIE

-
>
>

‘ OK H Cancel |

Execution I

Select OK to save the task.

This task is now available to run. Note that from a device, you can right click and see the new
configuration task. If it doesn’t show up, reload your browser screen.
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7 Running the new tasks in ENA

Now that the new tasks are created, they can be run against a single device, set of devices or view. Below are
examples based on some of the tasks defined above.

7.1  Show CPU for a device

In this example, | am included a number of cases. In Use case 1, the threshold is not enabled.

Thresholds Related To: ~ Processor -

Threshold Name Group Enabled Value Overridden
Device Average CPU Utilization High Device CPU No 25 Yes

Device Average CPU Utilization Critical Device CPU No é——— 99 Yes
Processor Utilization High Processor Yes 80 No

From either the bread crumbs or the Explorer, right-click on the device and select the “!!Use Config to show CPU
Threshold below.

EXPLORER ) My Network / Chamr='=* ~k~ maras ¥ . TR — [~ T [ . A A A_‘ﬂ F
Configuration Management - Check Configuration Now

. Add to View !IUse Config to set CPU Threshold to 63%
i Thresholds U] EC
Add to Sewic\ !IUse Config to set threshold - Dynamic Parameters
Thresholds Related To: ~ Processor - Explore... llUse Config to show CPU Threshold
MIB Browser... llUse Config to show Threshold - Dynamic Name
Threshold Name Jve

Check the Configuration Management History and examine the details of the target device.

B L Ama

Details for ChamplinLabs-FW-01

= Object: 764
Champlin-5v-01 Output: Current Threshold Value: null

Errors:
Target

Note that in this example the output shows a null value. This is because the threshold is not enabled.

In Use case 2 we will run the script for an enabled threshold as shown below:
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Thresholds Related To: ~ Processor -

Threshold Name Group
Device Average CPU Utilization High Device CPU
Device Average CPU Utilization Critical Device CPU
Processor Utilization High Processor

Enabled Value
No 25
Yes 99
Yes 8l

The output of the script will show the current value.

Details for ChamplinLabs-FW-01

Object: 764

Qutput: Current Threshold Value: 992.0 \

Errors:

Overridden
Yes
Yes

No

Page 18 | Application Note — Using Configuration Management to set thresholds for groups



> w—

&

z
m
-
=
o
El
=
>
z

7.2 Set Device Average CPU Critical threshold to 63% for all devices in a view

This example will set a predefined threshold to a predefined value using the task in step 5. If the CPU threshold is
not enabled, the script will enable it and set the proper value.

The threshold is initially set as defined for at least one of the devices.

Thresholds Related To: ~ Processor +

Threshold Name Group Enabled Value Overridden
Device Average CPU Utilization High Device CPU Yes 22 Yes
Device Average CPU Utilization Critical Device CPU No 67 Yes

Processor Utilization High Processor

Yes \ 80 No

Right-click on a view and select the Configuration task.

My Network / Americas Bl Contents - copv @ Fri Feb 22 2019 10:00:31 € summarv Device Inventory
~

Configuration Management —» lIUse Config to set CPU Threshold to 63%

@ Create View

Yevice Inventa lIUse Config to set threshold - Dynamic Param&§grs @

il Delete View lIUse Config to show CPU Threshold

View the details of the task.

limit T noaar Tack: All r: Al Contowk: All Qiatuc: All Claar Filtar
Details for Task: !Use Config to set CPU Threshold to 63% X
Server * JobID  Dispatch Time Last Updated Message Summary Status Targets
Champlin-SV-01 22-Feb-2019, 12:14:41 | 22-Feb-2019, 12:14:41 | Execution finished normally. succeeded=10 SUCCEEDED 10
Target ¥ Started Finished Last Updated Server Status
SaoPaulo-Sv-10 22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41 | Champlin-Sv-01 SUCCEEDED
SaoPaulo-RR-01 22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41 | Champlin-SV-01 SUCCEEDED
SaoPaulo-ES-01 22-Feb-2019, 12:14:41 | 22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41 | Champlin-Sv-01 SUCCEEDED
ChamplinLabs-FW-01 22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41 = Champlin-Sv-01 SUCCEEDED
ChamplinLabs-SW-01 22-Feb-2019, 12:14:41 | 22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41 | Champlin-SV-01 SUCCEEDED
MexCity-SR-01.champlin.local 22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41 = Champlin-Sv-01 SUCCEEDED
Minn-5R-01 22-Feb-2019, 12:14:41 | 22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41 | Champlin-SV-01 SUCCEEDED
Austin-SR-01 22-Feb-2019, 12:14:41 | 22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41 | Champlin-SV-01 SUCCEEDED
Champlin-Sv-01 22-Feb-2019, 12:14:41 | 22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41 | Champlin-Sv-01 SUCCEEDED
MexCity-5V-10 22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41  22-Feb-2019, 12:14:41 | Champlin-SV-01 SUCCEEDED
| x|

Select a device and view the output details. Note that the current CPU shows to be disabled but is updated

correctly.
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Details for Austin-SR-01

Object: 722

Output: Current CPU Threshold: [67.0, disabled]
Updated Threshold: 63.0
Errors:

If you examine the threshold for the device, you can see that it is enabled and the proper value is set.

EXPLORER » My Network / Austin-SR-01

@ summary @ Incidents (@) Ports ] Resources 4 Flow 3§ All Dashboards ~

¢ Thresholds Set Override Show Hierarchy Show Dynamic Threshold Baseline
Thresholds Related To: ~ Processor w
Threshold Name Group Enabled Value Overridden
Beviee-ePY Yes 25 Yes
Device Average CPU Utilization Critical Device CPU Yes 63 Yes )
forTHgiT Processor Yes 80 No

All of the devices in the view have been changed. The results can also be viewed by running the Custom

Thresholds report against the view.
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Entuity Report EENTUITY
Custom Thresholds

Printed on: 22 Feb 2019 12:21:31 CST

Description: Threshold settings that have been changed from their default values

WView: My NetworkiAmericas

Device: —AllDevices—

lAmericaS Branch Sites rcr;ampﬁmsv-m;|
Americas Branch Sites: Service Low Qutbound Aggregate Traffic Rate 1000000.0

ﬁu stin-SR-01 rch mpfr'n-sv-m;|

Austin-5R-01: Device Average CPU Utilization Critical 83.0
stin-$R-01: Device Aver; CPU Utilizatien High 22.0
T~

-
E)h amplin-SV-01 \ rcr;ampﬁn-sv-m;|

[Champlin-SV-01: Dewvice Average CPU Utilization Critical 830
IchamplinLabs FW-01 (champiin-sv-01)
ChamplinLabs-FW-01: Device Average CPU Utilization Critical 82.0
ChamplinLabs-FW-01: Device Average CPU Utilization High Disabled
|Ch amplinLabs-SW-01 rchaurpﬁn-sv-m;|

[g1] Sonicwall Uplink: ud_ifinTrafficThreshold Low Threshold 200000.0

T —

ChamplinLabs-SW-01: Dewvice Average CPU Utilization Critical 820 )

E:\ Label:Entuity 17_0_p Serial Number 3b2afbos (Champiin-51-01)
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7.3  Set a threshold for devices in a view based on parameters for the name and value.

Note that this method can also be applied for the task in Use case 4 where you only need to show the
thresholds. In this example we will use the task defined in Use case 6.

The threshold for one of my Wireless Access Points is shown below.

Thresholds Related To: ~ Wireless w

Threshold Name Group Enabled Value Qverridden
AP Attached Host Count High Autonomous AP Yes 512 %Nn
AP Attached Host Count Low Autonomous AP No 0 No

Using the document of threshold names created in step 2, we will change the “AP Attached Host Count High”
threshold to 2.

The threshold name for this is: AwapHostCountHiThreshold
From the bread crumbs, right-click on the view and select the “!!Use Config to set threshold — Dynamic

Parameters” task.

Technology / AWAR A connn ES ronionin M cnrinnn @ -idents x- Map M
Configuration Management = IUse Config to set CPU Threshold to 63%

@ Create View IUse Config to set threshold - Dynamic Parameters
B Delete View llUse Config to show CPU Threshold
/‘ Edit View IUse Config to show Threshold - Dynamic Name
Create Service Set sysContact
Groun Overrid

In the Parameters dialog:

Parameters b

Set Threshold1 to: AwapHostCountHiThreshold

Set Valuel to: 2

Parameters

AwapHostCountHiThreshold

Select the Save button which will run the task.
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View the details of the completed task.

Details for 127.0.0.16

Object: 775
Output: Current AwapHostCountHiThreshold Value: [null, null]
Updated AwapHostCountHiThreshold Value: 2.0

Errors:

In this example the output is showing the current value to be null. This may be a flaw in the output statement for
the script but even if this is the case, the threshold has been correctly updated to 2.

i Related To: ~ Wireless w Ik
Threshold Name Group Enabled Value QOverridden
AP Attached Host Count High Autonomous AP Yes 2 \ Yes
AP Attached Host Count Low Autonomous AP No 0 No
AP Antenna Attached Host Count High Autenomous AP Antenna Yes 256 No

In most cases the current value should output correctly.

In my lab environment this change has also generated an incident to detect an Awap Host Count Abnormaility.

! # Name Source Details Last Updated T~
2 1 Awap Host Count Abnormality 127.0.0.16 Count=15, High threshold=2.000... 12:57, 22 Feb 2019

0 1 Device Reboot 127.0.0.16 Reboot at Thu Feb 21 12:35:31 .. 12:43, 22 Feb 2019

@ 1 Network Qutage 127.0.0.16 [ wifi1.5] wifi1.5 Port Unreachable: 127.0.0.16 [...  09:38, 21 Feb 2019
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